
General Bank of Canada  
Regulatory Disclosures 
These disclosures represent the Basel III Pillar 3 disclosures for General Bank of Canada (the “Bank”) 

as at December 31, 2024 representative of the Bank’s fiscal year-end, pursuant to the Office of the 

Superintendent of Financial Institutions (“OSFI”) Pillar 3 Disclosure Guideline for Small and Medium-

Sized Deposit-Taking Institutions (SMSBs). SMSBs are segmented into three categories for the 

purposes of their capital, liquidity, and Pillar 3 disclosure purposes. The Bank has been classified as a 

Category II SMSB. The following disclosures represents the Bank’s full qualitative disclosures that are 

provided annually.   

Description of the Bank 
The Bank is a Schedule 1 Canadian charter bank governed by the Bank Act (Canada). It received 

approval to commence and carry on business on April 12, 2005, and offers financial service products 

to individuals and businesses who reside in Canada. The Bank has no subsidiaries, and all operations 

are conducted in Canada. The Bank operates through an indirect business model to deliver its 

financial services, specializing in secured lending for retail indirect automotive finance, commercial 

term finance, and private and corporate aviation finance. The Bank offers Guaranteed Investment 

Certificates (“GICs”) and High Interest Savings Accounts (HISAs) through any one of a number of 

deposit brokers or investment advisors, and is a CDIC member financial institution.  

Capital and Capital Management 
Capital and leverage ratios were calculated using the Basel III framework. Regulatory capital includes 

Common Equity Tier 1 (CET1), additional Tier 1 and Tier 2 capital. CET1 capital mainly consists of 

common shares, retained earnings and other components of equity. Tier 1 capital comprises 

predominantly CET1, with additional items that consist of capital instruments such as certain 

preferred shares. Tier 2 capital includes subordinated debentures that meet certain criteria and 

certain loan loss allowances. Total Capital is the sum of CET1, additional Tier 1 and Tier 2 capital.  

Regulatory adjustments under Basel III include full deductions of intangibles, certain deferred tax 

assets, and non-significant investments in banking, financial and insurance entities.  

Regulatory capital ratios are calculated by dividing Tier 1 capital by risk-weighted assets. The Bank’s 

assets, by classes, are risk weighted, with additional consideration given to the Bank’s operational 

risk, relying on the Simplified Standardized Approach to quantify operational risk. OSFI provides two 

approaches to determining credit risk, those being the Standardized Approach versus the Internal 

Ratings Based Approach, with the Bank following the former.  

OSFI formally establishes risk-based capital targets for deposit-taking institutions in Canada. These 

targets are currently a CET1 Ratio of greater than or equal to 7.0% and Tier 1 ratio of greater than or 



equal to 8.5%, and a Total capital ratio of greater than or equal to 10.5%. In addition, Canadian banks 

are required to ensure that their leverage ratio, which is calculated by dividing Total capital by Total 

assets, does not fall below a minimum, as prescribed by OSFI for each bank individually. During 2024 

and 2023 we have complied with all capital requirements imposed by OSFI. 

The Bank is privately held, and issues only one class of capital to a private shareholder, and as such 

any further disclosure of the terms and conditions of all capital instruments is not relevant. 

Basel III Capital Disclosure 
With the implementation of revised guidelines (Basel III) certain classes of capital will be phased out, 

and/or renamed. The net effect of Basel III on the Bank’s capital management will be minimal. As a 

non domestic systemically important bank, the Bank is required to disclose a modified version of its 

capital and leverage structure as detailed. 

 



 

 



 

 

Additional bank financial information can be found on OSFI’s website at: 

http://www.osfi-bsif.gc.ca/Eng/wt-ow/Pages/FINDAT.aspx 

Risk Management 

Effective risk management plays an essential role in the Bank's ability to remain financially sound and 

responsible through the identification, assessment, management and monitoring of all applicable 

types of risk. The Bank is primarily exposed to credit, liquidity, interest rate and operational types of 

risk.  

Senior management is responsible for defining the framework for identifying risks and developing 

the appropriate risk management policies. The Board of Directors, both directly or through its 

committees, reviews and approves key policies, and implements specific reporting procedures to 

enable them to monitor compliance over significant areas of risk. 

  

http://www.osfi-bsif.gc.ca/Eng/wt-ow/Pages/FINDAT.aspx


 

Credit risk 
Credit risk is the risk of loss resulting from the failure of a borrower or counterparty to honour its 

financial or contractual obligations. The nature of the Bank’s lending operations creates an exposure 

to credit risk resulting from the possible default in payments by borrowers.  

The Bank’s indirect business model involves engaging in various financial activities through third 

parties. This model can have implications for the Bank’s credit risk profile such as: 

1. Third-Party Risk: In an indirect model, the Bank may rely on third parties to originate loans 

or conduct transactions. Weaknesses in the financial health or risk management practices of 

these third parties can affect the Bank's overall credit risk. The Bank has a Third-Party Risk 

Management Program aligned with industry best practices and OSFI’s Third-Party Risk 

Management Guideline to mitigate and manage third-party risk, which includes due diligence 

of key third-party relationships ensuring their risk management practices align with the 

Bank’s standards.  

2. Diversification of Counterparties: The Bank’s indirect model involves dealing with a diverse 

set of counterparties. This diversification can impact credit risk positively by spreading 

exposure across various sectors and geographic regions. However, it also requires a thorough 

assessment of the creditworthiness of each counterparty to mitigate concentration risk. 

3. Underwriting Standards: The Bank’s credit risk profile will depend on the effectiveness of its 

underwriting standards to help ensure that loans are extended to creditworthy borrowers. 

The Bank continuously monitors and enforces these standards throughout the lending 

process. As of December 31st, 2024, the Bank conducts its own credit assessments and does 

not rely on underwriting standards of third parties to assess credit risk.  

4. Risk Monitoring and Management: The Bank has mechanisms in place to continually assess 

the credit risk associated with its indirect exposures. This includes monitoring changes in the 

financial condition of borrowers, tracking market trends, and promptly responding to 

emerging risks. 

5. Regulatory Compliance: Indirect lending often involves compliance with various regulations, 

and failure to adhere to these regulations can increase credit risk. A comprehensive 

understanding of regulatory requirements and diligent compliance is essential to manage 

legal and regulatory risks associated with the indirect business model. 

6. Technology and Data Risks: The Bank’s indirect model relies on technology for data exchange 

and processing. Credit risk is also influenced by the effectiveness of the Bank's technological 



infrastructure and data security measures. Inadequate technology or data breaches can lead 

to operational disruptions and increased credit risk. 

7. Economic and Market Conditions: The Bank’s credit risk profile is influenced by broader 

economic and market conditions and may be exposed to economic cycles or fluctuations in 

specific markets. Assessing and factoring in these macroeconomic variables is crucial for 

managing credit risk effectively. 

In summary, the Bank’s indirect business model introduces complexities and considerations that 

impact its credit risk profile. The Bank manages credit risk through a combination of robust risk 

assessment, effective monitoring mechanisms, and compliance with regulatory standards. The Bank’s 

credit risk profile has remained stable through multiple economic cycles, representing an overall low 

credit risk profile.  

The Bank’s credit risk management policies and credit limits are critical components of its risk 

management framework. The Bank has established a risk appetite and risk tolerance in alignment 

with its overall risk management strategy that defines the level of risk it is willing to accept in pursuit 

of its business objectives.  

The Board of Directors is responsible for the oversight of credit risk management. The Asset Liability 

and Risk Management Committee (ALRM) of the Board, monitors and approves the credit risk 

management program. The ALRM supports the senior management Risk and Compliance Committee 

(RCC) and the Chief Risk Officer in the development and implementation of sound and prudent 

policies and procedures to effectively manage and control credit risk.  

Credit risk management policies and procedures include credit risk assessment criteria, credit score 

and risk grading models to assess the creditworthiness of borrowers, clear underwriting standards 

including specific criterial for loan approval, stress testing to evaluate the impact of adverse economic 

scenarios on the credit portfolio, risk limits including individual exposures and overall portfolio 

concentrations aligned with the risk appetite and regulatory requirements, monitoring and reporting 

and review and update requirements to ensure response to changes in market conditions, regulatory 

requirements or the Bank’s risk profile.  

The Bank’s credit risk management structure is well defined and explicit in terms of both functional 

and individual roles, responsibilities, and accountabilities. The Bank utilizes the three lines of defence 

model which is a risk governance framework that provides structure around risk management and 

internal controls designed to facilitate an effective risk management system. The model supports the 

Bank’s achievement of strategic objectives and facilitates strong governance and risk management. 

Within the model each of the three lines plays a distinct role in the Bank’s control environment and 

managing risk.  

 



The business unit is the first line of defence as it is their responsibility to manage credit risk on a day-

to-day basis. The business unit adheres to the Bank’s credit risk policies to ensure credit risk is 

managed within the Bank’s risk appetite and strategy. Business units are responsible for the day-to-

day management of the loan portfolios and are considered a first line of defence function. The 

business units are also responsible for the implementation of the Bank’s credit strategy, policies, and 

procedure which includes conducting due diligence, the assignment of credit ratings to assess 

creditworthiness, and formal review and approval of credit applications. In addition, the business 

units ensure appropriate documentation is in place, conduct portfolio management, credit 

monitoring, and reporting to Senior Management and the Board.  

The Chief Risk Officer, as the head of the second line of defence, collaborates closely with Senior 

Management to establish the Bank’s credit risk strategy and policies that align to the Board approved 

risk appetite.  Risk Management is responsible for independent oversight activities that objectively 

identify, measure, monitor and report credit risk and compliance on an enterprise basis. The risk 

management group confirm that credit risk management practices and processes are integrated into 

the day-to-day implementation of credit risk management by the first line of defence.  Risk 

Management establishes limits on credit exposures and implements controls to ensure adherence to 

established limits. In addition, Risk Management develop methodologies to independently measure 

credit risk and generate reports on credit risk exposure. Risk Management also conduct credit risk 

model validation to ensure the accuracy and reliability of credit risk models and conducts stress 

testing to assess the impact of adverse economic conditions on the credit portfolio. Risk Management 

independently reports to Senior Management and the Board of Directors on the credit risk profile of 

the Bank.  

Internal audit is the Bank’s third line of defence and provide independent assurance to Senior 

Management and the Board of Directors that the Bank’s credit risk management controls, processes, 

and systems, across the enterprise, function as intended.  

Reporting plays a critical role in the overall management and mitigation of credit risk within the Bank. 

Effective reporting includes performance trends, actual results compared to projections, precise and 

informative narrative, and segmented performance. The main content of the reporting on credit risk 

exposure includes at minimum a comparison of outstanding amounts against established credit 

limits, analysis on portfolio quality, analysis on portfolio losses, assessment of the Bank’s credit risk 

profile versus the approved credit risk appetite, and other risks associated with the Bank’s credit risk 

exposures. Topics such as changes in strategy, model validation, stress testing, policy and process 

changes deemed material and emerging risks are reported when determined relevant by the risk 

management group and/or Senior Management.  

Operational risk 
Operational risk is the potential for loss resulting from some external event, human error or 

inadequacy or failure of processes, procedures, or controls. Operational risk can affect the Bank’s 



financial position, reputation, competitive position, and regulatory position. The Bank is exposed to 

operational risk from internal business processes and activities as well as from activities that are 

outsourced.  

The management of operational risk is an integral part of the Bank’s overall risk management 

framework and covers all functions within the Bank. Effective operational risk management helps the 

Bank to improve the reliability of its business operations, strengthen decisions making processes, and 

achieve strategic objectives, while ensuring business continuity in the event of disruptions to 

operations.  

The Bank has an established Operational Risk Management Policy that is approved by the Board that 

requires the Bank to establish appropriate oversight and effective management of the significant 

operational risks it faces, in line with applicable legislation and the Bank’s risk appetite. The Bank’s 

Operational Risk Management Framework is approved by Senior Management and outlines the 

process for identifying, measuring, monitoring, controlling, and reporting on operational risks. The 

framework includes key operational risk management policies such as Third-Party Risk Management, 

Business Continuity Policy, Information Security Policy, Cyber Security Policy, Model Risk 

Management Policy, and Physical Security and Safety Policy. Internal controls are embedded in Bank’s 

day-to-day business and are designed to ensure, to the extent possible, that the Bank’s activities are 

efficient and effective, information is reliable, timely and complete. Operational risks, like all risks, 

are ever evolving and the Bank continues to advance its risk management practices and abilities to 

help it understand, and improve, how it identifies and responds to risks across the organization.  

Business units have ownership of risk whereby they acknowledge and manage operational risk that 

incurs in conducting its activities. As the first line of defence, the business unit is responsible for 

planning, directing, and controlling the day-to-day operations of a significant activity/enterprise-wide 

process and for identifying and managing the inherent operational risks in products, activities, 

processes, and systems for which it is accountable. Business units are also responsible for designing 

processes and controls to ensure operational risks are managed in line with the Bank’s risk appetite 

framework.   

Under the direction of the Chief Risk Officer, the risk management group, is responsible for the 

independent oversight activities that objectively identify, measure, monitor and report operational 

risk on an enterprise basis. Risk Management supports the identification and escalation of trends and 

emerging risks to Senior Management and the Board for awareness and potential action.  

Internal Audit acts as the Bank’s third line of defence and is accountable to periodically examine, 

evaluate, and report to both Senior Management and the Board on the adequacy and effectiveness 

of the operational risk management program and processes.  

As a category II SMSB, the Bank is mandated by OSFI to calculate operational risk capital charge via 

the Simplified Standardized Approach (“SSA”). Institutions using the SSA must hold capital for 



operational risk equal to 15% of average annual adjusted gross income over the previous 12 fiscal 

quarters. Since the SAA does not explicitly require advanced risk modelling, the Bank primarily relies 

on financial data and historical event tracking rather than scenario analysis or loss distribution 

modelling. However, internal controls, risk assessments, and monitoring frameworks supplement the 

regulatory capital approach to ensure effective operational risk management.  

Risk reporting is seen as one of the more important aspects of risk management to effectively 

communicate various risk information to stakeholders. A key objective of risk reporting is to 

communicate the overall profile of operational risk across all business areas and types of risk. Senior 

Management and the Board receive regular reports on critical operational risk issues, any breaches 

of the Bank’s risk tolerance/appetite, recent significant risk events and losses including lessons 

learned and actions taken, and any evolving risks and relevant external events that have the potential 

to impact the Bank’s risk policy adherence and its risk capital. The Bank maintains a register of 

operational risk events that allows the Bank to track management action plans taken to mitigate risks 

or close control gaps.  

Senior Management and the Board receive regular reports on critical operational risk issues or major 

loss events facing the Bank and its control/mitigations. Operational risk reporting includes tracking 

across key areas, risk appetite metrics, results of risk and control assessments, issue management 

status, operational loss event(s) if applicable, and annual program updates.  

In traditional risk/reward decisions, the Bank can expect to gain a higher rate of return on its capital 

by assuming more risk. Operational risk does not follow that same logic. An increase in operational 

risk is generally not expected to result in a higher return. The Bank recognizes that it is not possible, 

or necessarily desirable, to eliminate all the risks inherent in its activities.  

The Bank understands the risks attendant to its business model, including each business line and 

product, and how they relate to the Bank’s strategy and risk appetite. Operational risks are carefully 

analyzed, including to ensure that the benefit of risk mitigation exceeds the costs of those measures. 

Given the resources available to the Bank, it must evaluate the trade-offs between allocating 

resources to mitigate one risk compared to another. Risk prioritization occurs to inform decision-

making on risk responses and optimize the allocation of resources. The prioritization of risks, given 

their severity, the importance of the corresponding business objective, and the Bank’s risk appetite 

help the Bank in its decision-making. Risks that are likely to approach or exceed risk appetite may be 

given priority. Risk of greater priority are more likely to be those that affect the Bank and/or the 

business unit level as a whole or arise at the business unit level. 

From all risks identified management selects and deploys a risk response. Management considers the 

severity and prioritization of the risk as well as the business context and associated business 

objectives. Finally, the risk response also accounts for the performance targets of the organization. 

Risk responses fall within the following categories: 



- Accept – The Bank decides to accept the risk but may introduce mitigating internal controls. 

- Avoid –The Bank feels the risk is unacceptable and will avoid the risk completely. 

- Exploit / Pursue - Action is taken that accepts the risk to achieve improved performance and 

steps taken to leverage opportunities. 

- Reduce – Action is taken to reduce the severity of the risk and limit the potential harm the 

risk may cause.   

- Transfer – In circumstances where internal controls do not adequately address the risk and 

risk avoidance is not a reasonable option the Bank can complement controls by seeking to 

transfer the risk or shift the loss or liability to external parties such as through insurance.  

Both risk acceptance and risk reduction include various strategies and measures implemented by the 

Bank to minimize the potential negative impact of uncertainties and threats to the Bank’s financial 

stability and operations. The Bank develops robust procedures and controls to minimize the risk of 

loss, implements effective monitoring systems, supports employee awareness and knowledge to 

enhance their understanding of risk management practices and develops plans to ensure the Bank 

can respond effectively to unexpected events.  

 

 


